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**Professional summary:**

* I have over 12+ years of industry experience in various technologies like Active Directory, installing/maintaining/upgrading/migrating Windows servers, and workstations, SCCM, Microsoft Azure, VMWare, PowerShell, WSUS, DNS, DHCP and so on.
* Hands on Experience on handling variety of server infrastructure like HP DL and Blade Servers, Dell tower and Rack mount servers like T410, T420, T430, T350, R350.
* Extensive Working experience on Active directory which includes tasks like New Forest and Domain creations, Migration of resources like Users and groups between AD Domains and forests.
* Live upgradation of Windows Operating System from Windows server 2008R2 to Windows server 2012 R2 on the Dell T410/T420 and T430 model servers at our 3000 retails servers.
* Hardware upgradation of Dell Servers to the latest T350/R350 model at 800 retail stores along with the operating system upgrade from Windows Server 2012 R2 to Windows server 2019.
* Extensive work experience on deploying Microsoft windows patches using SCCM onto close to 30,000 windows servers and workstations along with active directory server infrastructure.
* Working experience on installation and configuration of SCCM/ECM related roles like SUP (Software Update point), DP (Distribution point).
* Working experience on upgrading the Windows Operating system on tablets at our retail stores using SCCM/ECM and the Microsoft enablement packages available.
* Working experience on creating a new Active Directory Forest and Domain from scratch and then establishing Active directory trust relationship between existing and the new forests to be able to communicate between different domains/forests.
* Migration experience of Windows resources between different active directory forests using Active Directory Migration Tool and PowerShell scripting.
* Administration of FSMO Roles.
* Experience in Group policy creation, modification, and maintenance.
* Windows Server creation experience on Microsoft Azure Cloud.
* Resource deployment from the template experience on Microsoft Azure Cloud.
* Creation and monitoring of SCOM alerts.
* Experience in DNS records management and DHCP administration.
* Experience in creating and deploying Packages and Task sequences onto close to 30,000 windows servers and workstations using SCCM/ECM.
* Working experience with Internet Information services IIS Version 6 like administering the site settings.
* Working experience in administering DFS (Distributed file System) replication across 3000 windows members servers within the retail stores.
* Working experience with Windows deployment services (WDS) in deploying windows operating systems.
* Knowledge of configuring and importing the Certificates.
* Vast experience in writing and managing the PowerShell scripts to automate a wide variety of infrastructure tasks. Also, I have experience with bash scripts, SQL commands and VB Scripts.
* Experience in managing the windows servers on Microsoft Azure cloud.
* Experience in configuring and maintaining the Network Security group (NSG) and Associate Security group (ASG) rules in Microsoft Azure cloud.
* Working experience with various monitoring solutions like Sophos and various backup systems like veritas net back, Symantec net backup.
* Experience in access management with active directory, provisioning of new user and services accounts as required by various teams.
* Experience on patching the windows servers and workstations using WSUS (Windows Software Update Service).
* Experience in creating VM templates, Cloning and snapshots on VMWare.
* Experience as VMware Administrator for Implementation and Support of Wintel Servers with VMware 4.x, 5.x, 6.x versions
* Working Experience on Microsoft SQL which includes writing SQL queries.
* Working experience on XML files processing.
* Knowledge on AirWatch, Terminal Server setup and managing the apple devices.

**Skills:**

|  |  |
| --- | --- |
| **Hardwares Managed** | Dell, HP, NCR, VMWare, Microsoft Azure, Ingenico, Verifone, iLO, iDRAC, Blade Servers, Rack Mount Servers |
| **Windows Administration** | Windows Server 2003, 2008 R2, 2012 R2, 2016, 2019. Windows 7, Windows 10 multiple versions, Windows 11 |
| **Patch Management** | SCCM, WSUS, Lumension Application. |
| **Tools Used** | JIRA, SharePoint, Veritas NetBackup, Sophos, Symantec Net backup, Lumension Client, BMC Remedy, Cherwell, Confluence, SCC/ECM |
| **Services** | Active Directory, Group Policy, SCCM/ECM, DNS, DHCP, AirWatch, Microsoft Azure, DFS, VMWare vSphere, WSUS, WDS, ADMT, SCOM, FSMO, IIS Multiple versions |
| **Scripting** | PowerShell, Bash Scripting, VB Script, C Language |
| **Database** | Multiple versions of Microsoft SQL |

**Education:**

Bachelors in computers science from Vignan Institute of Information technology.

**Certificates:**

* Microsoft Certified Technology Specialist (MCTS-AD)
* Completed Courses on CCNA and AZ104 (Azure Administrator)
* Completed Course on Microsoft Azure administrator AZ 104.

**Work Experience:**

**Bath and Body Works** **Jan 2024 – Present**

**Infrastructure Engineer**

**Roles and Responsibilities:**

* In place Operating system upgrade from Windows Server 2012 R2/ Windows Server 2016 onto Windows Server 2022 on our Enterprise servers hosting applications like SCCM/SCOM/DFS/Certificate Servers/Terminal Servers/File Servers.
* Patching activity on our Stores environment which consists of close to 1800 servers and 25000 Workstations using SCCM.
* Patching enterprise servers that host roles like SCCM/SCOM/DFS/Domain Controllers/ Certificate Services/ Terminal Servers/ File Servers/ App Servers using SCCM.
* Package, Task Sequence creation in SCCM and deployment of them onto multiple servers and workstations.
* Firmware Upgradation on RAID cards (PERC) across our 2000 Dell tower servers.
* DFS setup and maintenance on 2000 Member servers and 15 Master DFS servers for replication.
* Upgradation of SCCM application version.
* Image creation for latest Windows Operating System.
* Deployment of latest operating system images.
* Upgradation of Windows Operating system on the workstations using the WIM file and SCCM Task Sequence.
* Drivers Upgrade on the Windows workstations.
* PowerShell script creations and modifications for various infrastructure activities.
* Automation of new users account creation.
* Group Policy Rules creation/Modification and maintenance.
* Working experience on DHCP and WDS
* Level 3 Support for Build/Rebuild activities on Dell servers and HP/NCR workstations across the retail outlets.
* VMWare Compatibility Upgrades.
* Hard Drive space and CPU resource expansion VMWare hosts.
* Upgradation of Windows Operation system on our Surface Go tablet devices using the Enablement packages from SCCM.
* Reports and Run books preparation for Level 1 teams to help the retail stores.

**Victoria Secret June 2020 – Dec 2023**

**Senior Infrastructure Engineer**

**Roles and Responsibilities:**

* Upgraded windows Server operating system from Windows server 2008 R2 to Windows server 2012 R2 on 3000 Dell Servers (Live upgradation of servers at stores remotely during non-business hours).
* Monthly deployment of Microsoft patches onto 3000 Windows servers, 30000 workstations and all the home office (Active Directory) servers using SCCM patching.
* Migrated Windows patching process from old and existing WSUS methodology to Microsoft SCCM mechanism.
* Experience in installing monthly Microsoft patches onto the Windows servers and workstations using WSUS mechanism as well.
* Creation of Application packages and Task sequences using SCCM/ECM.
* Deployment of application packages and Task sequence via SCCM/ECM to perform various tasks like application upgrades, Software Installations, Regular Infrastructure tasks.
* Upgradation of Windows operating system to 22H2 Version on Windows tablets using the enablement packages on SCCM/ECM.
* Planned and implemented the Hardware upgradation of our Dell old model servers (T410/T420) to the latest model (T350/R350) at our 800 retail stores.
* Along with the hardware, we also upgraded the windows operating system to Windows Server 2016 while doing the server upgrades.
* DFS replication setup and maintenance on 3000 member servers.
* Setup of DFS replication schedules as per the store's network bandwidth.
* SCOM alerts setup and maintenance on close to 30,000 workstations.
* As part of company split activity, involved in creating a brand-new Active directory forest and Active directory domain from scratch for the new Organization.
* Establishment of Active directory trust relationship between the domains to be able to migrate the resources.
* Migrated all the Active Directory objects like user accounts, OU using ADMT.
* Built all the infrastructure set ups like SCCM, SCOM, DFS, Terminal Servers, Group Policy, DNS, DHCP from scratch in the new domain.
* Trained on Microsoft Azure and migrated our home office infrastructure from on premises to Azure.
* Creation of all the home office Active directory servers on the new Microsoft Azure cloud subscription
* Creation and maintenance of all the ASG and NSG rules on Microsoft Azure cloud as required.
* Maintenance of templates to install resources on Microsoft Azure Cloud.
* Working with different teams to test the disaster recovery mechanism of our Azure cloud resources.
* Modification of Windows servers specifications on the Microsoft Azure cloud based on the reports and the cost analysis available on the Azure portal.
* Identity and access management of users within the whole active directory domain.
* Worked with network and firewall teams to get all the traffic rules migrated and modified accordingly in the new Forest/Domain
* Migrated infrastructure (Servers and Workstations) live at 800 retail stores from the old domain to the new domain (Used ADMT for migration).
* Group Policy rules modification as per the requirement from the store managers.
* Modification and maintenance of Active Directory DNS records as per the requirements.
* DHCP and WDS maintenance on close to 3000 servers at the retail stores to be able to upgrade/install Operating system remotely using the server on any of the workstations required at the stores.
* Installation/upgradation and Maintenance of lab Infrastructure in our India office which consists of 20 Dell T410/T420/T350 servers and 20 NCR/HP workstations along with other supporting devices like printers, Scanners, Pin Pads and Cash Drawers.
* PowerShell, Bash and VB scripts preparation and maintenance for automating various infrastructure tasks.
* L3 Support on Build/install/rebuild and any other issues with Dell Servers and NCR/HP Workstations at stores and staging centers.
* Basic AirWatch working experience.
* Creation of run books for the Level 1 teams to follow regarding the network boot of workstations against the servers at stores, RAID configurations, New Server builds, Workstation replacements, Windows patching network bandwidth utilization, DFS network utilization and so on.
* Trained multiple new joiners and the associate levels within the team.

**Goldman Sachs**  **Sep 2014 – Jun 2020**

**Infrastructure Lead (Contractor from Accenture)**

**Roles and Responsibilities:**

* Creation of Microsoft Exchange mailbox services on multiple windows servers.
* Creation and monitoring of reports regarding the processing of emails on Microsoft exchange mailbox services configured on multiple servers.
* Migration of Microsoft exchange mailbox services between servers based on the cache utilization on the servers and emails flow within the organization.
* Preparation of PowerShell scripts for various day to day activities like sending reports on utilization, Migration of mailboxes between servers etc.,
* On-boarding of any new applications that the organization is involved in.
* Complete responsibility of an in-house application processing huge XML files every single day. (SQL and IIS experience)
* Processing huge XML files and generating emails out of them to import into the company's compliance systems.
* Deployment of Microsoft patches onto the windows servers using SCCM.
* Handling IIS site related issues when the Microsoft exchange emails processing is high.
* Analysis of Microsoft exchange email headers to determine the root cause of any policy level issues that did not get applied to the emails.
* Deployment/Upgradation of compliance client utility onto all the workstations within the firm using SCCM.
* Handling High utilization issues on servers processing 4 plus million emails in a day
* Handling Policy replication issues between the server and clients
* Creation of new Virtual machines as required using VMWare vSphere 6.0
* Day to day interactions with various project/application teams and outside vendors in the process of importing the data on their applications into our compliance systems.
* Building and managing the load balancing on web application used internally by Compliance teams
* Handling replication issues across drive partitions on the servers as part of email indexing.
* Hands on experience with EMC Source One email archiving system.

**TATA Communications Ltd Dec 2011 – Sep 2014**

**Graduate Engineer Trainee**

**Roles and Responsibilities:**

* Installation and configuration of Windows Server operating system and required applications on HP servers using iSO images from iLO
* Build and configuration of virtual machines using iSO images from ESX.
* Performing Engineer QA and Peer QA on the servers that are built before moving them into production.
* Promotion of servers onto active directory domain controllers.
* Configuration of TCP/IP Routes on the servers.
* Provision of new user accounts within the active directory domain.
* Working experience on FSMO role maintenance and migrations within active directory.
* Modification and maintenance of group policy rules as required.
* Maintenance of active directory DNS records.
* New Scope creations and maintenance within DHCP as required.
* Creating new Virtual Machines on VMWare vSphere v5.0 ESX as per client request.
* Snapshot creation for Virtual Machine on VMWare vSphere V5.0 ESX.
* Experience on cloning virtual machines on VMWare vSphere v5.5 ESX.
* Virtual machine template creation on VMWare vSphere ESX.
* Experience on VMWare ESX upgrade.
* Modification of any server resources like RAM, NIC, Hard disks on the virtual machines with VMWare vSphere/ ESX
* Creation of virtual machines using the templates on VMWare vSphere ESX
* RAID configurations and modifications on the server hard disks as required using HP array configuration utility.
* Working experience on HP DL and blade model servers.
* All the related firmware upgrades using the HP SIM tool (System Insight Management tool).
* Raising tickets for Monitoring and configuring Backups of the servers.
* Moving the Machines to respective groups under Sophos monitoring Administration and making sure that the machines receive the respective monitoring policies.
* Verifying that the backups are working fine correctly once they are configured by the backup team.
* Collaboration with network team to update any firewall rules or switch ports as required.
* Knowledge of Microsoft clustering.
* Microsoft windows server operating system activation on the dell servers by acquiring the license key from Microsoft.
* Provide L3 support onto the servers once they are moved into the production environment.
* HP NIC teaming configurations
* Created PowerShell scripts to automate regular tasks.
* Creation and maintenance of run books for various tasks related to Active Directory, VMWare vSphere, ESX, Group Policy, DNS, DHCP, Windows Patching, Backups and so on.
* Installation of Microsoft patches on the windows servers using Lumension patching client
* HP iLO firmware upgrades.
* Maintenance of lab infrastructure like installation of VMWare vSphere Client, ESX configurations and upgrades and other physical dell server's configurations in the office.